
INFORMATION SECURITY 

MANAGEMENT SYSTEM 

POLICY 

 
Telit Power doo has established, maintains and improves information security management 
system under the requirements of ISO 27001: 2013.  
 
All activities on the establishment, maintenance and continuous improvement of information 
security management systems are in compliance with the relevant legal regulations. 
Business processes are conduct in a manner that ensures constant quality products and 
provides services to our customers with greatest information security. 
 
The purpose of the implemented information security management system is to ensure the 
organization development, increase customer satisfaction and product/services quality. 
We achieve that purpose by protection of confidential information, regardless of their form. 
 
Telit Power doo realize that information security has great importance in business 
organization, which we achieve through the prevention of incidents by information security.  
 
The goal of implementing information security systems is to ensure the protection of 
information and intellectual organization property from any internal or external, deliberate or 
accidental threat, through the establishment, implementation, monitoring, reviewing, 
maintaining and improving information security systems (ISMS). 
 
To provide a complete information security, the integrity of information and the existing 
information systems, information and other confidential data are protect against unauthorized 
access and use. In this way we justify the trust of our users, which based on the reliability and 
security of their data and documents. 
 
Our management reviews and if necessary revise the policy of information security systems 
to ensure that the requirements of stakeholders information security are understand and 
follow. 
Interested parties are informed with the policy of information security systems to understand 
and contribute to achieve the goals of information security systems. The achievement of the 
set goals and establish a cycle of continuous improvement, leading the organization to 
sustainable development and the achievement of excellence. 
Telit Power doo communicate on Policy system security information with all employees and 
other stakeholders.  
Privacy of information security systems applies to all the sites featured on the entrances and 
in visible places and is binding for all employees. 
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